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***** 1st Change *****
Session Management

5.6.1
Overview
The 5GC supports a PDU Connectivity Service i.e. a service that provides exchange of PDUs between a UE and a data network identified by a DNN. The PDU Connectivity Service is supported via PDU Sessions that are established upon request from the UE.

The Subscription Information for each S-NSSAI may contain a Subscribed DNN list and one default DNN. When the UE does not provide a DNN in a NAS Message containing PDU Session Establishment Request for a given S-NSSAI, the serving AMF determines the DNN for the requested PDU Session by selecting the default DNN for this S-NSSAI if a default DNN is present in the UE's Subscription Information; otherwise the serving AMF selects a locally configured DNN for this S-NSSAI. If the DNN provided by the UE is not supported by the network and AMF can not select an SMF by querying NRF, the AMF shall reject the NAS Message containing PDU Session Establishment Request from the UE with a cause indicating that the DNN is not supported.

Each PDU Session supports a single PDU Session type i.e. supports the exchange of a single type of PDU requested by the UE at the establishment of the PDU Session. The following PDU Session types are defined: IPv4, IPv6, IPv4v6, Ethernet, Unstructured.

PDU Sessions are established (upon UE request), modified (upon UE and 5GC request) and released (upon UE and 5GC request) using NAS SM signalling exchanged over N1 between the UE and the SMF. Upon request from an Application Server, the 5GC is able to trigger a specific application in the UE. When receiving that trigger message, the UE shall pass it to the identified application in the UE. The identified application in the UE may establish a PDU Session to a specific DNN, see clause 4.4.5.
SMF may support PDU Sessions to access a 5G LAN Type Service. The UE requests access to a 5G LAN-type service by providing a Non-Public Network identifier and its 5G LAN group member identifier during the PDU Session Establishment request procedure
SMF may support PDU Sessions for LADN where the access to a DN is only available in a specific LADN service area. This is further defined in clause 5.6.5.

The SMF is responsible of checking whether the UE requests are compliant with the user subscription. For this purpose, it retrieves and requests to receive update notifications on SMF level subscription data from the UDM. Such data may indicate per DNN and per S-NSSAI:

-
The allowed PDU Session Types and the default PDU Session Type.

-
The allowed SSC modes and the default SSC mode.

-
QoS Information (refer to clause 5.7):  the subscribed Session-AMBR, Default 5QI and Default ARP.

-
The static IP address/prefix.

-
The subscribed User Plane Security Policy.

-
the Charging Characteristics to be associated with the PDU Session. Whether this information is provided by the UDM to a SMF in another PLMN (for PDU Sessions in LBO mode) is defined by operator policies in the UDM/UDR.

NOTE 1:
The content of the Charging Characteristics as well as the usage of the Charging Characteristics by the SMF are defined in TS 32.240 [41].

An UE that is registered over multiple accesses chooses over which access to establish a PDU Session. As defined in TS 23.503 [45], the HPLMN may send policies to the UE to guide the UE selection of the access over which to establish a PDU Session.

NOTE 2:
In this Release of the specification, at any given time, a PDU Session is routed over only a single access network.

An UE may request to move a PDU Session between 3GPP and Non 3GPP accesses. The decision to move PDU Sessions between 3GPP access and Non 3GPP access is made on a per PDU Session basis, i.e. the UE may, at a given time, have some PDU Sessions using 3GPP access while other PDU Sessions are using Non 3GPP access.

In a PDU Session Establishment Request message sent to the network, the UE shall provide a PDU Session ID. PDU Session ID is unique per UE and is the identifier used to uniquely identify one of an UE's PDU Sessions. PDU Session ID shall be stored in the UDM to support handover between 3GPP and non-3GPP access when different PLMNs are used for the two accesses. The UE may also provide:

-
A PDU Session Type.

-
S-NSSAI.

-
The DNN (Data Network Name).
- 
Non-Public Network Name
- 
5G LAN group member identifier
-
The SSC mode (Service and Session Continuity mode defined in clause 5.6.9.2).

Table 5.6.1-1: Attributes of a PDU Session

	PDU Session attribute
	May be modified later during the lifetime of the PDU Session
	Notes

	S-NSSAI
	No
	(Note 1) (Note 2)

	DNN (Data Network Name)
	No
	(Note 1) (Note 2)

	PDU Session Type
	No
	(Note 1)

	SSC mode
	No
	(Note 2)

The semantics of Service and Session Continuity mode is defined in clause 5.6.9.2

	PDU Session Id
	No
	

	User Plane Security Enforcement information
	No
	(Note 3)

	NPN (Non-Public Network Name)
	No
	(Note 1) (Note 4)

	5G LAN Member Identifier
	No
	

	NOTE 1:
If it is not provided by the UE, the network determines the parameter based on default information received in user subscription. Subscription to different DNN(s) and S-NSSAI(s) may correspond to different default SSC modes and different default PDU Session Types

NOTE 2:
S-NSSAI and DNN are used by AMF to select a SMF to handle a new session. Refer to clause 6.3.2.

NOTE 3:
User Plane Security Enforcement information is defined in clause 5.10.3.
NOTE 4:   NPN is used by the SMF to determine the 5G LAN type the UE is intended to access
NOTE 5:   The 5GLAN  member Identifier is used as an input to secondary authorization and authentication to access a 5GLAN Type service and it also binds a 5GLAN member to other PDU Sessions members of the same 5GLAN Group


Subscription Information may include a wildcard DNN per subscribed S-NSSAI: when a wildcard DNN is associated with a subscribed S-NSSAI, the subscription allows, for this S-NSSAI, the UE to establish a PDU Session using any DNN value.

NOTE 3:
The SMF is made aware whether the DNN of a PDU Session being established corresponds to an explicitly subscribed DNN or corresponds to a wildcard DNN. Thus the SMF can reject a PDU Session establishment if the DNN of the PDU Session is not part of explicitly subscribed DNN(s) and local policies in the SMF require UE to have a subscription to this DNN.

An UE may establish multiple PDU Sessions, to the same data network or to different data networks, via 3GPP and via and Non-3GPP access networks at the same time.

An UE may establish multiple PDU Sessions to the same Data Network and served by different UPF terminating N6.

A UE with multiple established PDU Sessions may be served by different SMF.

The SMF shall be registered and deregistered on a per PDU Session granularity in the UDM.

The user plane paths of different PDU Sessions (to the same or to different DNN) belonging to the same UE may be completely disjoint between the AN and the UPF interfacing with the DN.

NOTE 4:
User Plane resources for PDU Sessions of a UE, except for regulatory prioritized service like Emergency Services and MPS, can be deactivated by the SMF if the UE is only reachable for regulatory prioritized services.

NOTE 5:
The handling if the UE goes out of the SMF service area is not specified in this Release of the specification.
***** 2nd Change *****
5.6.9.2.2
SSC Mode 2

If a PDU Session of SSC mode 2 has a single PDU Session Anchor, the network may trigger the release of the PDU Session and instruct the UE to establish a new PDU Session to the same data network immediately. The trigger condition depends on operator policy e.g. request from Application Function, based on load status, etc. At establishment of the new PDU Session, a new UPF acting as PDU Session Anchor can be selected.

Otherwise, if a PDU Session of SSC mode 2 has multiple PDU Session Anchors (i.e. in the case of multi-homed PDU Sessions or in the case that UL CL applies to a PDU Session of SSC mode 2), the additional PDU Session Anchors may be released or allocated.

SSC mode 2 may apply to any PDU Session type and to any access type.

NOTE:
In UL CL mode, the UE is not involved in PDU Session Anchor re-allocation, so that the existence of multiple PDU Session Anchors is not visible to the UE.
The SMF shall update PDU Session Anchours that are part of 5GLAN group when PDU Sessions associated to 5GLAN group member are released and new PDU Sessions are allocated. When path-based deployments thorugh a Nx interface are supported, the SMF shall reconfigure PDU Session Anchors that correlate to the same 5GLAN group.
Upon completion of the allocation of a PDU Session associated to a 5GLAN group, the UE may resend not yet acknowledged requests
***** 3rd Change *****
5.6.9.2.3
SSC Mode 3

For PDU Session of SSC mode 3, the network allows the establishment of UE connectivity via a new PDU Session Anchor to the same data network before connectivity between the UE and the previous PDU Session Anchor is released. When trigger conditions apply, the network decides whether to select a PDU Session Anchor UPF suitable for the UE's new conditions (e.g. point of attachment to the network).

In this Release of specification, SSC mode 3 only applies to IP PDU Session type and to any access type.

In the case of a PDU Session of IPv4 or IPv6 or IPv4v6 type, during the procedure of change of PDU Session Anchor, the following applies:
a.
For a PDU Session of IPv6 type, the new IP prefix anchored on the new PDU Session Anchor may be allocated within the same PDU Session (relying on IPv6 multi-homing specified in clause 5.6.4.3), or

b.
The new IP address and/or IP prefix may be allocated within a new PDU Session that the UE is triggered to establish.

After the new IP address/prefix has been allocated, the old IP address/prefix is maintained during some time indicated to the UE via NAS signalling (as described in TS 23.502 [3] clause 4.3.5.2) or via Router Advertisement (as described in TS 23.502 [3] clause 4.3.5.3) and then released.

If a PDU Session of SSC mode 3 has multiple PDU Session Anchors (i.e., in the case of multi-homed PDU Sessions or in the case that UL CL applies to a PDU Session of SSC mode 3), the additional PDU Session Anchors may be released or allocated.
The SMF shall update PDU Session Anchours that are part of 5GLAN group when PDU Sessions associated to 5GLAN group member are allocated. When path-based deployments thorugh a Nx interface are supported, the SMF shall reconfigure PDU Session Anchors that correlate to the same 5GLAN group.
***** End of Changes *****
